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Privacy and Online Rights
15 Questions

DATE

1. What law makes organisations look after your personal data properly?

Data Protection Law

Data Privacy Act

2. Who might store data about you?

Online Retailers

Police

3. Organisations storing your data must...

Keep it for no longer than 5 years
after your death

Keep it up to date

Data Protection Act

Data Privacy Law

Schools

All of them

Ask for more data than required

Wait for you to contact them to
ensure its accurate

4.  Organisations can't use data for any other purpose without your

Consent

Date of Birth

Photograph

Fingerprint

5.  You can demand that your data is not used for

Intended use

Marketing

A suitable purpose



10.

11.

It's the law for an organisation to remove you from their database if you tell them to

TRUE

FALSE

Information which is being used to prevent crime is covered by the Data Protection

Act?

FALSE

What does RIPA stand for?

Regulation of Investigatory Powers
Act

Regulation of Investigatory Protection
Act

Recovery of Information Powers Act

When was RIPA legislated?

1998

2000

TRUE

Regulation of Information Powers Act

Recovery of Investigatory Powers Act

2018

1990

Regulates surveillance and investigation, and covers the interception of

communications

The Data Protection Act

The Computer Misuse Act

The Copyright Design and Patents
Act

The Regulation of Investigatory
Powers Act

Controls the way data about living people is stored and processed

The Regulation of Investigatory
Powers Act

The Computer Misuse Act

The Data Protection Act

The Copyright Design and Patents
Act



12.

13.

14.

15.

Which is NOT a principle of the Data Protection Act?

Data must be accurate and up to date

Data must be disclosed if asked

Data must be fair and lawful

What is an ISP?

internet success protocol

internet service provider

Forces ISPs to assist in surveillance

The Copyright Design and Patents
Act

The Regulation of Investigatory
Powers Act

Why was RIPA introduced?

To regulate what can be accessed on
the web

To foil and avert criminal activities

Data must be relevant and not
excessive

Data must be kept securely

international service provider

internet service protocol

The Computer Misuse Act

The Data Protection Act

To prevent access to the dark web

To prevent hacking



