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“The proportion of UK

businesses with basic and ~44% ~27%
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years of data.”

DSIT Cyber Security in the UK Labour Market Report 2024
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Codify foundational and generally recognised knowledge in
cyber security following broad community engagement
nationally and internationally

A guide to the body of knowledge

Focus is on established foundation of the subject (not on
everything that has ever been written or on still-emerging,
nascent, topics)
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>115  Experts: Authors, Reviewers, Advisors
>1000 Pages

>2200 Authoritative sources
>1600 Comments from wider community

>30 Invited talks, panels and keynotes
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6 Professional Programmes

51 University Degrees

The Cyber Security
Body of Knowledge

Mappings of University

and Professional Training
Programmes to CyBOK

© Crown Capyright 2024

Mapping Booklet Version 2.2
Mappings are based on either CyBOK v1.0.0 + Formal Methods for Security or CyBOK v1.1.0
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